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Perfect Passwords
Target Audience

Key Stage 3
Lesson Aim

Pupils will increase their personal security online through recognising and creating strong and memorable passwords. 
Learning Objectives

· Pupils will recognise what constitutes a weak password.  
· Pupils will discuss a variety of features that contribute to making a strong password.  
· Pupils will create strong and memorable passwords for their own use online and follow best practice guidance on passwords to ensure their security online is not compromised. 
National Curriculum Links 

	Curriculum Area
	Strands: Pupils should be taught to… 

	ICT
	1.4 b. recognise issues of risk, safety and responsibility surrounding the use of ICT.

	
	2.3 b. communicate and exchange information (including digital communication) effectively, safely and responsibly.

	PSHEE
	2.2 c. assess and manage the element of risk in personal choices and situations.


	Timing: 30 minutes
	Key Vocabulary: password, protection, privacy, identity theft

	Preparation: No preparation necessary
	Organisation: Individuals

	Resources: Perfect Passwords Checklists, Perfect Passwords Q & A sheets, pens


Lesson Outline









30 Minutes

	Starter
	Discuss sharing passwords
	5 minutes

	Activity 1
	Perfect Passwords Q & A
	5 minutes

	Activity 2
	Brainstorm strong password ideas
	10 minutes

	Plenary
	Perfect Passwords checklist
	10 minutes


Lesson 

	Starter 
Think of reasons why you need to have strong passwords that are hard for other people to guess and why you should not share your passwords with other people. 
	Activity 1 
Answer the Perfect Passwords Q & A.  

	Activity 2 
Brainstorm as a group any ideas for strong passwords. 
	Plenary 
Fill out the checklist for perfect passwords to see how many you abide by.  
Change or modify current passwords for more security online. 



